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Using the report to move forward is key. I think the key thing with the report is that we really use it as a nation to move forward and make sure that we are taking very reasonable but also very kind of functional, measurable steps in improving our cyber security. Commission calls for educating consumers

Part of the challenge with cyber security is recognizing that everyone has a role to play, so identifying that there are challenges that individual citizens are going to face with regards to protecting their personal information, making sure that they don't fall victim to things like ransomware, making sure that they understand what are the trusted sources of information that they
should go to for help or should monitor in order to make sure that they are, as citizens of the United States or as consumers of particular products or as customers of particular industries, that they have a role to play in the cyber security of the nation as well.

Understanding vulnerabilities to mitigate risks

It is something that if you come in from a risk management perspective, understand the threat actors that exist, understand the vulnerabilities that exist within your enterprise, your house, your infrastructure, your government, understand the impact that would happen if those vulnerabilities were exploited by those threat actors and then implement mitigation strategies around those variables, you can actually manage this problem in a very meaningful way.