Re-organizing for Today's Cyber Threats:
Converging Fraud Risk Management with IT Security

High performance. Delivered.
Banks are facing an urgent need to bring the historic silos of fraud risk management and IT security more closely together to combat mounting data security and cyber threats from increasingly well organized criminal entities.
The past two decades have seen an accelerated rate of product development and technology adaptation within the financial services sector. From the introduction of the first online banking service in the US in 1994, the industry has developed and implemented increasingly innovative services. Customers today benefit from contactless card payments, mobile banking apps and person-to-person payments, to name just a few of these innovations.

The threat for banks however, is that, in tandem with the technological developments underpinning an ever increasing set of new service offerings, organized criminals have been developing multi-pronged strategies to exploit fresh weaknesses and vulnerabilities for fraudulent gain. If we were to think of financial institutions as homes, and organized criminals as potential burglars, then each time banks implement a new product or open up a new channel for customer interaction, this effectively adds a new window or door that could serve as an entry point for those criminals and therefore needs to be secured.

As the IT systems supporting banking services have become more advanced from mainframes in the 1960s, to today’s Web 2.0 and cloud technologies, criminals have become more sophisticated in their abilities to target and penetrate these systems. Today’s organized criminals are deploying a wide array of attack methods, such as screen capturing, man-in-the-middle attacks, trojans, falsifying mortgage applications, card cloning and embedding sleepers within the workforce, among many others.

For financial institutions, particularly in the areas of retail banking and payments, there are enormous opportunities to be gained from enhancing their digital offerings to customers. The overall experience is improved as customers gain greater flexibility in how they manage their finances, while at the same time banks are able to lower their operating costs, and also offer more personalized products and services to customers through better use of data and analytics capabilities.

The challenge for banks however, is to implement these new digital models at speed so they can maintain a competitive edge in the market, but without putting security at risk. To date, the speed at which many banks have evolved their technology and service offerings has been so rapid that their counter-fraud strategies have struggled to keep pace. And looking forward, the expectation is that the pace of change will only increase.

Convergence of Fraud Risk and IT Security
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The Need for Convergence

Traditionally, banks have managed different categories of fraud within silos.

For example, there may be specific teams dedicated to check fraud, mortgage fraud, credit card fraud and so on. But often, these teams are not sharing data with one another, and they may be reporting into individual heads of fraud for each business line. Ultimately, the chief risk officer (CRO) would tend to be at the top of this umbrella.

Meanwhile, IT security issues, such as those concerned with systems access, tend to be managed solely by the IT function, often under the jurisdiction of the chief information officer (CIO).

As traditional risks converge with new risks such as cyber threats, banks are becoming exposed to security threats that can fall between the cracks of the various silos. Organized criminals are targeting several channels at the same time, aware that many banks are unable to connect the dots and spot wider patterns of behavior as a result of these historic structures and the lack of a holistic approach to risk and security.

Furthermore, legacy information security, event log management, and fraud and risk management software solutions, which still form the backbone of many risk and security architectures, lack the ability to provide deep insights into real-time user behaviors, transactions and data.

If security solutions remain siloed and banks continue to extend their offerings, then sophisticated criminals will simply run rings around them, bypassing existing controls and protections by abusing the business logic across multiple channels. To fight this organized crime, banks need a sophisticated, structured approach of their own. Developing such an approach however will require financial institutions to concentrate more of their budget on developing more advanced solutions to support the future shape of the industry, rather than focusing investments to respond to issues from past transgressions or remediation activities.
The threat of cyberattack is no longer something that can be addressed by individual organizations in isolation.

As the World Economic Forum notes in its Global Risks 2014 report, the increasing interconnectedness of every part of the world’s societies and economies, that rely on the same infrastructure, hardware and software standards raises the prospect of disruptions having systemic impact.

In the future, cyber governance must become a combined international effort. For instance, the growth of the “internet of things” means that more and more devices are now online, widening the reach of cyber connectivity into people’s lives across the world. This serves to create more points of entry for attackers and exacerbates the potential damage that could be caused. At the same time, the complexity of interaction between people and their “connected” devices across the globe is making those impacts harder to predict.

While banks and financial institutions are concentrating on boosting their own organizational defenses, what may be needed in the future is cooperation between nations, their governments and private organizations, to counter the common threats. Fresh thinking is required on how to preserve, protect and govern the common good of a trusted cyberspace.

Organizing an effective international response will not be easy however. Recent revelations surrounding the extent to which national security organizations have allegedly been using the internet for spying threatens repercussions that may make it more difficult to prevent widespread attacks, or contain them when they occur. If there is a breakdown of trust among nations, it could be disastrous for cybersecurity.

In the same way that piecemeal solutions within banks are unable to effectively combat multi-pronged attacks from organized criminals, solutions undertaken without cooperation between nations will fail to address the systemic threats that are emerging.
Integrating Fraud Risk and IT Security

In many countries, recently introduced banking regulations are driving firms to evaluate their risk management frameworks from a more integrated perspective than ever before.

At the same time, leading banks are responding quickly to the emerging threats posed by organized criminals by integrating their approach to fraud risk and cyberattack across the organization.

As they respond to these twin pressures, financial institutions will need to address challenges around people, processes and technology.

**People**

Banks must ensure that there is formalized knowledge sharing between those in the fraud risk function and the IT security function. In addition, they will need to align behaviors around risk management across the organization. Part of the solution will involve adjusting incentives and targets to ensure that both IT security and fraud risk personnel are measuring their performance and effectiveness in this area in ways that are aligned for the desired outcomes of the bank.

The differing cultures, experiences and backgrounds of the stakeholders will also need to be addressed, in order to establish a common level of understanding and use of terminology (for example, a unified taxonomy for risk and controls). The importance of an effective communications strategy in achieving this level of change cannot be over emphasized.

The wider business must also ensure that these two functions are in a position to be proactive, rather than reactive as has historically been the case. For instance, they need to be involved earlier in decision-making processes, especially around the future development of products and services – rather than being engaged at the end of a decision chain. Developing a product or service that cannot be supported does not benefit anyone.

**Process**

At present, many banks manage fraud cases through separate units, using different system tools to log activity. However, this approach does not reflect the way fraudsters are behaving, as they attack the bank from multiple angles in a coordinated manner. Banks must therefore shift to enterprise case management, enabling them to look at every fraud or risk case that arises within the organization as a single portfolio, to protect themselves more effectively.

Another key step is to ensure that there is common governance across risk and IT security. This will involve aligning risk and performance indicators. At the same time, policies must be realigned to ensure they reflect the new aggregation of responsibilities across the two functions. Underpinning this will be a need to re-engineer the management information processes and the key metrics being applied.

**Technology**

The foremost technology priority for banks is to ensure that organizational data is freed from siloes and shared across common platforms. This undertaking must help encompass both structured data, such as transactional and account data, as well as unstructured data, such as email, video, image and social media.

Ensuring that common data standards are enforced across functions will be another key aspect of this shift: at present, a lack of common oversight around data management means that different standards and taxonomies are often applied to the same data by individual business units. In addition, without consistency in reporting, it becomes almost impossible for the board to project organizational risk priorities accurately and respond appropriately. Therefore, a single data governance framework covering fraud and IT security is a critical success factor.

For many leading banks, the chief data officer (CDO) plays a key part in defining the appropriate policies and procedures for data governance.

Advanced analytics technologies provide the ability to gain a real-time understanding of behavior and spot anomalies that indicate threats. These analytics must also be appropriately intuitive and accessible: enterprise dashboards can deliver integrated fraud and security visualization capabilities depicting key risk and control metrics, for instance, with full drill-down capabilities into the source data.
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The convergence we have discussed is a significant undertaking and clearly cannot be achieved overnight.

As with any business change of this scale, a phased approach will be required. And importantly, will need to be aligned to the strategy and desired positioning of the bank.

So while the sequence of the journey will be dependent upon each individual bank's current structure and culture, there are some common steps that all banks should consider.

Gap analysis and vulnerability assessments must be made to identify any weaknesses in controls and potential opportunities for malicious activity. The results of these assessments can then be used to design a target operating model that effectively protects against those highlighted risks. Once this has been identified, it is important initially to pursue the low-hanging fruit to build momentum and senior management support for the change process. For example, it may be that existing systems already hold some degree of shared data, so this would be an obvious starting point.

In addition, the scale and importance of the transformation may justify the appointment of someone with the appropriate skillset to oversee the change. Some large banks have begun to hire for roles entitled ‘Head of Operational Risk Change’, for instance. And in the same way that criminals today have grown in sophistication by working together in online networks, we expect to see increased sharing of insight across financial institutions, and some common platforms being established, along with laws and law enforcement evolving to enable banks to better collaborate and protect themselves.

While it is likely to take several years before the desired convergence is achieved, what is clear is that leading banks are already moving in this direction, and Accenture and Chartis expect this trend to extend across the industry. In some ways, financial institutions are involved in an arms race to improve their security defenses, but the good news is that there are multiple players involved. The banks that are leading the pack will naturally face fewer attacks, as criminals will always target those with the weakest defenses. And with financial institutions increasingly competing on their ability to act as custodians of customer data, the convergence of fraud risk and IT security will drive their competitive advantage in this area in future too.
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